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PREVENCAO A LAVAGEM DE DINHEIRO E AO FINANCIAMENTO DO
TERRORISMO E PROFIFERAGAO DE ARMAS — PLD/FTP

1. OBIJETIVO

A presente Politica tem como objetivo assegurar que a JPG GESTAO DE RECURSOS LTDA estejam em conformidade
com as leis e regulamentos vigentes relacionados aos crimes de "lavagem", ocultacdo de bens, direitos e valores
ou de financiamento ao terrorismo (referidos nesta politica como “Lavagem de Dinheiro” ou “LD").

2.  APLICACAO

Aplicavel a todos os funcionadrios, além de fornecedores e prestadores de servico.

3. REGULAMENTAGAO ASSOCIADA

e Lein29.613/98: Base legal para prevengdo, investigagdo e combate a “Lavagem de Dinheiro”.

e Resolugdo CVM n2 50/21: Estabelece o sistema de prevengdo a Lavagem de Dinheiro e ao Financiamento
do Terrorismo (PLD/FT) para regulados da CVM, com abordagem baseada em risco.

e Oficio-Circular n2 5/2015/SIN/CVM: Diretrizes operacionais e de controles internos para a PLD/FT no
ambito da CVM, com orientacBes praticas sobre identificacdo, monitoramento, registro e comunicagado
de operacgdes suspeitas por administradores de carteiras e demais regulados. Alinha-se a Lei n2 9.613/98
e as normas posteriores (atua Imente complementado pela Resolucdo CVM n2 50/21).

4. GLOSSARIO

e COAF: Conselho de Controle de Atividades Financeiras.

e Colocagdo: Insercdo do dinheiro no sistema econdmico, efetuada por depdsitos, compra de instrumentos
negociaveis ou compra de bens. Para dificultar a identificacdo da procedéncia do dinheiro sdo utilizados
estabelecimentos comerciais que usualmente trabalham com recursos em espécie.

e  GAFI: Grupo de Ac¢do Financeira.

e Integracdo: Incorporacdo formal dos ativos no sistema econémico.

e KYC: Know Your Customer — "Conheca seu cliente".

e KYE: Know Your Employee — "Conheca seu funcionario/colaborador".

e KYP: Know Your Partner — "Conhega seu parceiro".

e Lavagem de Dinheiro (LD): Conjunto de operagbes comerciais ou financeiras que busca incorporar na
economia recursos, bens e servigos que se originam ou estao ligados a atos ilicitos. O processo envolve
trés etapas: colocac¢do, ocultagdo e integragao.

e Ocultagdo: Objetiva dificultar o rastreamento dos recursos provenientes de atividades ilicitas. E comum
a movimentacgdo eletrdnica desses recursos e a realizagdo de depdsitos em contas fraudulentas.

e PEP: Pessoa Exposta Politicamente.

e PLD/FT: Prevencdo a Lavagem de Dinheiro e Financiamento do Terrorismo.

e Alta Administracdo: Diretor de Gestdo de Recursos e Diretor de Riscos, Compliance e PLD-FTP.

5. RESPONSABILIDADES

5.1. DIRETOR RESPONSAVEL POR PLD

e Definir as politicas e objetivos gerais e formular as normas e procedimentos direcionados para PLD.

e Assegurar a existéncia de estrutura adequada para implementac¢do e cumprimento das diretrizes desta
politica.

e Ser informado dos casos com suspeita de lavagem de dinheiro analisados e efetivamente comunicados
ao COAF.

e Deliberar as a¢6es administrativas quanto a continuidade do relacionamento comercial com o envolvido
em casos suspeitos.

e Promover PLD nas diferentes areas da instituicdo, estabelecendo critérios para ado¢do de programas,
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medidas e melhorias.
5.2. COMPLIANCE

e Efetuar as analises e exames necessarios em movimentagdes suspeitas e ndo usuais de clientes.
e I|dentificar e avaliar indicios de lavagem de dinheiro em operagbes de compra de ativos realizadas por
fundos sob sua gestdo, seguidas de venda total ou parcial desses mesmos ativos em prazo igual ou inferior
a 30 (trinta) dias apds a aquisicdo, quando o valor agregado das operacdes for igual ou superior a RS
10.000,00 (dez mil reais). Apds identificadas, estas opera¢des devem ser analisadas considerando os
seguintes aspectos: valor total e frequéncia das operagdes; origem dos recursos utilizados para a
compra dos ativos, incluindo a forma de pagamento (TED, boleto, PIX, cheque, transferéncia interna),
identificacdo do pagador e dados bancarios (instituicdo, agéncia e conta); verificacdo do status do
cotista/cliente como Pessoa Exposta Politicamente (PEP) e de eventual residéncia ou domicilio em
regido de fronteira ou em jurisdicdao de maior risco; localidade de origem do pagamento e, quando
aplicavel, correspondéncia com o domicilio declarado do cotista/cliente; compatibilidade das
operacdes com o perfil e a capacidade financeira do cotista/cliente e com a estratégia de
investimento do fundo.
e Comunicar ao COAF as operag¢des com suspeitas de Lavagem de Dinheiro.
e Avaliar os relatérios da fiscalizacdo da CVM, adotando providéncias e medidas de melhorias, quando
aplicavel.
e Manter arquivados e conservados, durante o periodo minimo de 10 (dez) anos, os documentos relativos
as anadlises de operagbes com indicios de Lavagem de Dinheiro e comunicagdes ao COAF (dossiés).
e Providenciar treinamento de PLD para todos os colaboradores, com a periodicidade especifica definida
na Secdo 18 desta politica.
e Dedicar especial atengdo as movimentagdes de clientes que ja tiveram alguma operagdo comunicada ao
COAF, por motivo de suspeita de Lavagem de Dinheiro, e aos clientes considerados PEP’s.
e Avaliar os riscos de Lavagem de Dinheiro em novos produtos, armazenando os documentos
formais/pareceres sobre sua analise.
e Realizar testes periddicos, no minimo anualmente, dos dados cadastrais de clientes, composto por
trés etapas:
1. Teste Conceitual: verificar se os meios de captura das informacdes (fisico e eletrénico) contém os
campos necessarios para todas as informagoes requeridas, conforme politicas internas.
2. Teste Sistémico: verificar na base de dados de clientes o preenchimento dos campos cadastrais de
verificacdo obrigatdria (renda/faturamento, beneficiario final e PEP).
3. Teste Fisico: examinar individualmente a amostra de cadastros (tendo o risco de Lavagem de Dinheiro
como um dos critérios para definicdo da amostra) a fim de verificar a existéncia e veracidade das
informacGes.

5.3. CADASTRO

Efetuar os procedimentos de cadastramento de clientes, conforme as leis, regulamentacdes e regras estabelecidas
em normas/politicas internas especificas, adotando procedimentos de identificagdo que permitam verificar e
validar a identidade do cliente.

Para os cadastros de Pessoas Juridicas, manter a atualizacdo dos documentos e registros sistémicos que tratem
da identificacdo do beneficiario final.

5.4. COMERCIAL

e Proverinformag¢des ao Compliance, obrigando-se a manter sigilo do processo em andlise, ja que é proibida
a comunicagdo ao investigado e/ou agentes externos.
e Manter atualizadas todas as informacdes cadastrais dos clientes;
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Informar ao Compliance os casos em que nao foi possivel obter as informagdes requisitadas pelas normas
internas e demais areas, uma vez que ja tenha passado pelo processo de avaliacdo de interesse do
relacionamento.

6. PONTOS DE CONTROLE

e Verificagdo de informagdes e documentos que comprovem a capacidade econémica e financeira do
cliente.

e Qualificacdo dos responséveis/representantes (Pessoas Fisicas) das empresas (Pessoa Juridica).

e Andlise da movimentacdo financeira dos clientes para prevenc¢do a lavagem de dinheiro (Antilavagem).

e Manutencdo dos documentos cadastrais e dos registros das operagdes (inclusive aquelas relacionadas
com as suspeitas de Lavagem de Dinheiro) pelo prazo minimo, visando atender as requisi¢cées da CVM.

e Atendimento as requisicdes da CVM no prazo legal.

7. GESTAO DO PROCESSO

A JPG GESTAO DE RECURSOS LTDA estabelecerd nos seus instrumentos normativos, procedimentos que impegam
que seus produtos e servicos sejam utilizados para Lavagem de Dinheiro e, ao mesmo tempo, visem a
identificacdo, analise e comunicacdo as autoridades competentes de quaisquer operagcdes que possam representar
indicios de tal pratica. Portanto, é obrigatério o cumprimento de todas as diretrizes voltadas a PLD.

8.  POLITICA “CONHECA SEU CLIENTE” (KYC)

8.1. DIRETRIZES

No contato com os clientes, as areas Comerciais devem identificar o real interesse e os motivos deste emrelacionar-
se com a JPG GESTAO DE RECURSOS LTDA, especialmente quando o interesse partir inicialmente do proponente.

Analisar operagdes/comportamentos ndo rotineiros ou condizentes com a renda/profissdo/atividade exercida
pelo cliente e a compatibilidade entre a capacidade financeira e profissdo/atividade.

Consultar bancos de dados externos (Ex.: servicos de protecdo ao crédito e bureau cadastral etc.) para obtencdo
de informacdes adicionais a respeito do cliente, mantendo atualizada a base de cadastro de clientes da instituicdo
conforme normas internas e legislagdo vigente, atentando que é necessdria a atualizagdo periddica das
informagdes cadastrais, patrimoniais e financeiras dos clientes.

Devem ser mantidas arquivadas cépias legiveis da documentacdo, bem como de procuradores e prepostos
(também, caso aplicavel), durante o prazo minimo de 10 (dez) anos contados do encerramento do relacionamento.
N3o deverd ser aberto relacionamento com cliente que apresentar irregularidades nas informacdées prestadas, tais
como a falsificagdo de documentos, falsa declarac3o e o uso ou tentativa de uso da estrutura da JPG GESTAO DE
RECURSOS LTDA em operacao de ilicitos financeiros, comunicando o fato ao COAF.

As informacdes cadastrais e registro de todos os servicos financeiros prestados e de todas as operac¢des realizadas
com os clientes, devem ser mantidos e conservados, durante o periodo minimo de 10 (dez) anos, contados a partir
do primeiro dia do ano seguinte ao término do relacionamento ou conclusdo das operagdes.

Os registros especificos das operacdes de transferéncia de recursos realizadas com os clientes devem ser mantidos
e conservados durante o periodo minimo de 10 (dez) anos, contados a partir do primeiro dia do ano seguinte a da
conclusdo das operagdes.

8.2. CADASTRAMENTO DE CLIENTES

Na conferéncia e andlise da documentagao apresentada, também deve ser verificada se a natureza da atividade
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do cliente n3o se opde as diretrizes estabelecidas nas Politicas da JPG GESTAO DE RECURSOS LTDA.
Com relagdo as Pessoas Fisicas:

e Confirmar a veracidade das informacgGes cadastrais do cliente através de documentacgdo pessoal e oficial
e original (quando possivel).
e Obter informacdes adicionais acerca das atividades econémicas as quais o cliente esta associado.

Com relacdo as Pessoas Juridicas:

e Solicitar a apresentacdo de documentacdo oficial e original de sua constituicdo, sendo possivel identificar
os dados relativos a razao social, natureza juridica, administradores, procuradores, domicilio, inscri¢cGes e
registros.

e Analisar o volume de faturamento, estrutura da empresa e tipos de operagdes.

e Reunirinformagdes que permitam conhecer a estrutura de propriedade e controle, identificando a cadeia
de controle societario até a(s) pessoa(s) natural(is) que detém(ém), em ultima instancia, o controle sobre
a pessoa juridica.

e Coletar e manter atualizadas, apds a identificacdo da estrutura de propriedade e controle, informacdes
cadastrais daquelas pessoas que detém poder para induzir, influenciar, utilizar ou se beneficiar do cliente
para praticas de Lavagem de Dinheiro.

N3o serdo aceitos clientes que possuam relacionamento com atividades criminosas ou que ndo seja possivel a
verificacdo da legitimidade de suas atividades, ou a procedéncia de seus recursos, ou ainda que se recuse a
fornecer informag&es ou documentagao solicitada.

8.2.1. CLASSIFICAGAO DE RISCO PLD

A classificagdo dos clientes com rela¢do ao risco de Lavagem de Dinheiro, dever3 ser realizada no momento do
cadastro (onboarding), baseada no nivel de risco de Lavagem de Dinheiro.

A manutengdo da classifica¢do do risco, devera ser realizada de acordo com o nivel cadastrado:

e Alto (anual);
e Meédio (acada 18 meses); e
e Baixo (acada 2 anos).

No cadastramento do cliente e na proposicdo de operagdes devem ser analisados possiveis indicios de Lavagem
de Dinheiro ou ocorréncias suspeitas de atividades ilicitas, principalmente nas seguintes situagdes:

e (Quando o proponente ndo cumprir as exigéncias cadastrais, ou tente induzir os responsaveis pelo
cadastramento a ndo manter em arquivo os registros que possam reconstituir a operagao pactuada.

e Aquelas cujos valores se configurem incompativeis com a ocupacdo profissional, os rendimentos e/ou a
situacdo patrimonial/financeira de quaisquer das partes envolvidas, tomando-se por base as informacdes
cadastrais.

e Asque evidenciem mudanca significativa em relacdo ao volume e/ou frequéncia de negdcios de quaisquer
das partes envolvidas.

e Agquelas cujos desdobramentos contemplem caracteristicas que possam constituir artificio para burla da
identificacdo dos efetivos envolvidos e/ou respectivos beneficiarios.

e As operagdes cujas caracteristicas e/ou desdobramentos evidenciem atuagio, de forma persistente, em
nome de terceiros.

e Aquelas que evidenciem mudanca repentina e injustificada relativamente as modalidades operacionais
usualmente utilizadas pelos envolvidos.

e Operagdes que configurem como oferta de doagdes, verificando a legalidade e a legitimidade da origem
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do recurso.

e Especial aten¢do as atividades e operagbes contratadas com pessoas fisicas e juridicas residentes ou
estabelecidas em territérios ou paises considerados ndo cooperantes quanto a PLD, relacionado a
Recomendacdo do GAFI.

8.3. BENEFICIARIO FINAL

Além das pessoas naturais autorizadas a representa-la, as informacgdes cadastrais de clientes PJ devem abranger
a cadeia de participagdo societdria até alcancar a pessoa natural caracterizada como beneficiario final.

Devem ser aplicados a pessoa natural, no minimo, os procedimentos de qualificacdo definidos para a categoria de
risco do cliente pessoa juridica na qual o beneficidrio final detenha participagéo societaria.

A participagdo societaria baseada no risco, deve ser limitada a 25% (vinte e cinco por cento), considerando a
participacdo direta e indireta.

E também considerado beneficiario final o representante, inclusive o procurador e o preposto, que exerca o
comando das atividades da PJ.

9.  POLITICA “CONHECA SEU COLABORADOR” (KYE)

A JPG GESTAO DE RECURSOS LTDA é responsavel pelo procedimento e pela adequada identificagdo dos
colaboradores, confirmando a veracidade das informagdes constantes em ficha cadastral através de
documentacdo pessoal, oficial e original.

O procedimento de KYE deve ser mantido em um Manual Operacional a ser elaborado e atualizado pela prépria
area, além de registro histérico da classificacdo de cada colaborador.

9.1. Identificacdo de risco dos colaboradores e atividades

O procedimento para identificar o nivel de risco de Lavagem de Dinheiro em alto, médio e baixo dos
Colaboradores, levando com consideracgdo os seguintes critérios:

1. Se o colaborador reside em regido de fronteira (apenas com o Brasil).
Se o colaborador é considerado PEP ou PEP relacionado.

3. Se ha midia negativa relacionada aos candidatos que efetivamente serdo entrevistados, em especial
quando envolver crimes de LD.

Risco Alto: Resposta positiva ao item 3, independente das demais, aumentando ainda mais o risco se os itens 1 e/ou
2 também forem positivos.

Risco Médio: Respostas positivas aos itens 1 e/ou 2.
Risco Baixo: Todas as questdes negativas.

Sempre que for criada uma atividade/area e/ou mudanca nas estruturas, é responsabilidade da JPG GESTAO DE
RECURSOS LTDA atualizar as informagdes dos colaboradores com Compliance.

Importante:

e Os formuldrios PEP e de Conflito de Interesse sdo de preenchimentos obrigatdrios, com periodicidade
de atualizagdo anual.

e Todas as informagdes e documentos coletados nos procedimentos destinados a conhecer os
colaboradores, bem como o histdrico de suas classificagcdes, devem ser conservados pelo periodo minimo de
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10 (dez) anos, durante relagdo contratual e a partir da data de encerramento da relagdo.

Os Diretores e Gestores da JPG GESTAO DE RECURSOS LTDA devem manter-se atentos ao comportamento e
habitos de consumo dos Colaboradores, especialmente aqueles sob sua subordinagdo, visando obter indicios de
mudancas consideraveis nos seus padrdes de vida, que de alguma forma possa indicar um enriquecimento ilicito.

Da mesma forma, devem ser avaliados resultados operacionais favordveis de Colaboradores, ou mudangas
repentinas, para melhor, de tais resultados, analisando-os com foco no risco de Lavagem de Dinheiro.

Caso seja identificado algum indicio, o Gestor deve informar o fato a drea de Compliance e/ou ao Diretor
responsavel por PLD (ou qualquer outro Diretor, na auséncia deste) e/ou realizar um relato anénimo ou
identificado (como preferir) pelo Canal de Etica da JP.G GESTAO DE RECURSOS LTDA. Apés tomar ciéncia do fato, a
area de Compliance conduzird uma averiguacdo do caso em conjunto com outras areas, caso necessdario. O
resultado da averiguacdo deve ser documentado/arquivado pelo Compliance.

10. POLITICA “CONHEGA SEU PARCEIRO E PRESTADOR DE SERVIGOS TERCEIRIZADOS” (KYP)

10.1.PRESTADORES DE SERVICOS E FORNECEDORES

A analise do formulario PEP e a classificagdo do risco de LD dos prestadores de servigcos e fornecedores serd
realizada pela JPG GESTAO DE RECURSOS LTDA antes da analise de minuta/elaboragdo de Contrato.

A classificacdo ira considerar os seguintes critérios:

e Se amatriz e/ou alguma filial da empresa estd localizada em regido de fronteira (apenas com o Brasil).

e Se 0(s) sAcio (ou os socios) é (sdo) considerado(s) PEP ou PEP relacionado.

e Se o porte do fornecedor ndo for condizente em relagao ao valor do Contrato e tipo de servigo prestado.
e Se hd midia negativa relacionada a empresa e/ou sdcios, em especial quando envolver crimes de LD.

Risco Alto: Resposta positiva ao item 3 e/ou 4, independente das demais, aumentando ainda mais o risco se os itens
1 e/ou 2 também forem positivos.

Risco Médio: Respostas positivas aos itens 1 e/ou 2.
Risco Baixo: Todas as questdes negativas.

Caso o prestador de servigos/fornecedor seja classificado com risco alto, antes de seguir com a analise/elaboracio
da minuta do contrato, a area de Compliance devera avaliar e parecer sobre a continuidade da contratacgdo.

A revisdo do Risco de Lavagem de Dinheiro para os fornecedores classificados como baixo e médio, sera realizada
a cada 24 meses, e os classificados como alto risco, a avaliagado sera feita anualmente.

11. PROCEDIMENTOS E FERRAMENTAS DE ANALISE, DETECGAO E CONTROLE

11.1. TRANSAGOES ACIMA DE R$ 10.000,00 (DEZ MIL REAIS)

A area de Compliance processard ao 52 dia do més a lista de clientes com movimentacdes financeiras acima de RS
10.000,00, individual ou cumulativamente realizados no més anterior. Devendo identificar, dentre outras
questoes:

e Osclientes que se caracterizam como PEPs;

e Relacdo entre as movimentagdes financeiras e a renda informada/declarada pelo cliente no momento do
cadastramento;

e Transacdes financeiras de/para PEPs;

Pagina 9 de 15



PREVENCAO A LAVAGEM DE DINHEIRO E AO FINANCIAMENTO DO
TERRORISMO E PROFIFERAGAO DE ARMAS — PLD/FTP

e Movimentacdes financeiras realizadas/originadas em/de regido de fronteira.

Ao analisar as ocorréncias listadas pelo sistema, o Compliance verificara os tipos de transa¢des envolvidas. Caso
exista indicio de movimentacgado suspeita, a drea deverd ampliar as andlises, solicitando as informagdes adicionais
que se fizerem necessarias as demais dreas da JPG GESTAO DE RECURSOS LTDA.

Caso solicitado por Compliance, as areas analisardo a ocorréncia de indicio emitindo parecer, em conjunto com a
area de Compliance, favoravel ou desfavordvel a suspeita de Lavagem de Dinheiro. A comunica¢do ao COAF
ocorrerd quando favoravel o parecer de Compliance e do Diretor responsavel por PLD.

As comunicacGes relativas a cliente identificado como PEP devem incluir especificamente essa informagédo no dossié
de andlise. A area de Compliance, bem como as demais areas envolvidas deverdo dispensar especial atenc¢do a
movimentagao de clientes que ja tiveram alguma operagao comunicada ao COAF.

O periodo para a execugao dos procedimentos de monitoramento e de sele¢do das operagdes e situagdes suspeitas
nado pode exceder 45 (quarenta e cinco) dias, contados a partir da data de ocorréncia da operac¢do ou da situagdo.

12. COMUNICAGAO AO COAF

e As ocorréncias de movimentagdes atipicas... serdo comunicadas ao COAF pelo Compliance em até 24
horas (ou no préximo dia util) apds a conclusdo da andlise que identificou a operagdo ou situagdo como
suspeita.

e As comunicacGes devem ser efetuadas sem a ciéncia e anuéncia dos envolvidos, e quando houver
alteragdo ou cancelamento de comunicagao, apds o 52 dia util da sua informagao, deve ser acompanhada
de justificativa.

e Os documentos relativos a andlise de operag¢des ou propostas que fundamentaram a decisdo de efetuar
ou ndo a comunicacdo ao COAF, devem ser mantidos e conservados durante o periodo minimo de 10
(dez) anos, sob a responsabilidade do Compliance.

e Havendo a recorréncia de ocorréncias de um mesmo cliente, independentemente da tipologia, todas
serdo reportadas ao COAF.

13. PESSOAS EXPOSTAS POLITICAMENTE (PEP)

Consideram-se PEP’s os agentes publicos que desempenham ou tenham desempenhado, nos ultimos 5 (cinco)
anos, no Brasil ou em paises, territérios e dependéncias estrangeiros, cargos, empregos ou fungdes publicas
relevantes, assim como seus representantes, familiares (parentes, na linha reta ou colateral, até o segundo grau,
o cOnjuge, o companheiro(a) e o enteado(a)) e outras pessoas de seu relacionamento préximo.

A JPG GESTAO DE RECURSOS LTDA é responsavel em verificar se os clientes depositantes se caracterizam como
PEP quando da abertura de relacionamento, através de consulta a base de dados especifica, fornecida por empresa
terceira contratada, e, caso aplicavel, efetua o registro na ficha e sistema cadastral. Esta consulta deve ocorrer
também para os sécios e administradores das Pessoas Juridicas.

A consulta a base de dados de PEP’s deve ocorrer sempre que houver a renovag¢do ou atualizacdo do cadastro.
Todas as areas envolvidas deverdo dispensar especial atengdo a movimentagdo de clientes caracterizados como

PEP’s.

14. ABORDAGEM BASEADA EM RISCO

14.1. METODOLOGIA DE AVALIAGAO DE RISCOS

A JPG GESTAO DE RECURSOS LTDA adota abordagem baseada em risco para PLD/FT, conforme art. 42, inciso | da
Resolugdo CVM n2 50/2021, considerando os seguintes fatores:
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14.1.1. Matriz de Riscos

A avaliacdo de risco considera quatro dimensdes principais:

e Cliente: perfil, atividade econdmica, origem dos recursos, histérico de relacionamento;
e Produto/Servigo: complexidade, liquidez, transparéncia, canal de distribuic3o;

e localizacdo Geografica: pais/regido de residéncia, domicilio, origem dos pagamentos;
e Canal de Relacionamento: presencial, digital, intermedidrios, correspondentes.

14.1.2. Scoring de Risco
Cada cliente recebe pontuac¢do baseada em critérios objetivos:

e (0a 30 pontos: Risco Baixo
e 31a70 pontos: Risco Médio
e 71a 100 pontos: Risco Alto

14.1.3. Fatores Agravantes de Risco

e Pessoa Exposta Politicamente (PEP) ou relacionada;

e Residéncia/domicilio em regido de fronteira ou jurisdicdo de maior risco;
Atividade econdmica de alto risco (conforme lista GAFI/COAF);

Estrutura societdria complexa ou opaca;

Operacgdes incompativeis com perfil declarado;

Midia negativa relacionada a crimes financeiros.

14.1.4. Revisao da Avaliagao

A metodologia de avaliacdo de riscos sera revisada anualmente ou quando houver mudancas significativas no
perfil de risco da instituicdo, produtos oferecidos ou ambiente regulatério.

15. PROCEDIMENTO DE DEVIDA DILIGENCIA

15.1. DEVIDA DILIGENCIA SIMPLIFICADA

Para clientes classificados como baixo risco, aplicam-se procedimentos simplificados:

e Verificagdo basica de identidade através de documentos oficiais;
e Consulta a bases publicas de PEP e sang¢Ges;

e Atualizagdo cadastral a cada 24 meses;

e Monitoramento transacional por amostragem.

15.2.DEVIDA DILIGENCIA PADRAO

Para clientes de risco médio:

e Verificagdo completa de identidade e capacidade financeira;
e Consulta a bureaus de crédito e bases de dados externas;

e Identificacdo de beneficidrio final para pessoas juridicas;

e Atualizagdo cadastral a cada 18 meses;

e Monitoramento transacional sistematico.

15.3.DEVIDA DILIGENCIA REFORGADA
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Para clientes de alto risco, PEPs e jurisdicdes de maior risco:

e Aprovacgdo prévia da alta administracéo para inicio do relacionamento;
e Verificagdo aprofundada da origem dos recursos e patrimonio;

e Identificagdo completa da estrutura de controle e beneficiario final;

e Consulta a bases internacionais de sang¢des e PEPs;

e Atualizagdo cadastral anual;

e Monitoramento transacional continuo e em tempo real;

e Revisdo periddica do relacionamento pela alta administragao.

15.4. MEDIDAS ADICIONAIS PARA PEPs

e Obtencgdo de aprovagdo da alta administracdo antes do estabelecimento do relacionamento;
e Adocdo de medidas para determinar a origem do patrimonio e dos recursos;

e Monitoramento continuo e mais rigoroso do relacionamento comercial;

e Revisdo periddica da classificacdo de PEP.

16. MONITORAMENTO CONTINUO E CENARIOS DE DETECCAO

16.1.TIPOLOGIAS E CENARIOS ESPECIFICOS

Além do monitoramento de transa¢des acima de RS 10.000, a JPG GESTAO DE RECURSOS LTDA implementa os
seguintes cenarios automatizados:

16.1.1. Gestao de Recursos de Terceiros

e  Round-trip em Fundos: Aplicacdo seguida de resgate total ou parcial em prazo < 30 dias, valor agregado
> RS 10.000;

e  Churning: Multiplas aplicacGes e resgates sem justificativa econdmica aparente;

e Concentragao Temporal: Volume atipico de operages em periodo especifico;

e Transferéncias entre Fundos: Movimentagdes frequentes entre fundos da mesma familia sem
justificativa.

16.1.2. Padrées Comportamentais Suspeitos

e Estruturacgdo: Fracionamento de operagdes para evitar limites de comunicacao;

e  Proxy Trading: Indicios de operagGes em nome de terceiros ndo identificados;

e Timing Suspeito: Operagdes concentradas préximo a eventos especificos;

e Incompatibilidade: Operagdes incompativeis com perfil, renda ou atividade declarada.

16.1.3. Alertas Geograficos

e Operag0es originadas de jurisdi¢des de maior risco;
e Pagamentos de regides de fronteira;
e Discrepancia entre domicilio declarado e origem dos recursos.

16.2.PARAMETROS DE MONITORAMENTO
16.2.1. Limites por Perfil de Cliente

e Pessoa Fisica: R$ 10.000 (individual) ou RS 20.000 (agregado mensal);
e  Pessoa Juridica: RS 50.000 (individual) ou RS 100.000 (agregado mensal);
e Investidor Qualificado: RS 100.000 (individual) ou RS 500.000 (agregado mensal);
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e PEP: Qualquer valor (monitoramento integral).
16.2.2. Janelas Temporais

e Operag0es suspeitas: 30 dias para round-trip;
e Agregacdo: 30 dias corridos para soma de operagdes;
e Andlise comportamental: 90 dias para identificacdo de padroes.

17.  SISTEMAS DE GESTAO DE INFORMAGOES

17.1.INFRAESTRUTURA TECNOLOGICA
17.1.1. Sistema de Monitoramento

A JPG GESTAO DE RECURSOS LTDA utiliza sistema informatizado para:

o Deteccdo de operagdes suspeitas;

e Geragdo de alertas;

e Consolidagado de informagdes de multiplas fontes;
e Produgdo de relatérios gerenciais e regulatoérios.

17.1.2. Bases de Dados

e Cadastro Unico: Informacdes consolidadas de clientes, colaboradores e parceiros;
e Base PEP: Atualizada mensalmente através de fornecedor especializado;

e Listas de Sangdes: Consulta a listas nacionais e internacionais;

e Historico Transacional: Registro completo de todas as operacgdes.

17.2.SEGURANCA DA INFORMACZ\O
17.2.1. Controles de acesso

e Acesso restrito a informagdes PLD baseado no principio "need-to-know";
e Autenticacdo multifator para sistemas criticos;

e Trilhas de auditoria completas de todos os acessos;

e Revisdo periddica de perfis de acesso.

17.2.2. Protec¢ao de dados

e Criptografia de dados sensiveis em transito e em repouso;
e Backup diario com retencdo de 10 anos;

e Plano de continuidade de negdcios para sistemas PLD;

e Politica de retengdo e descarte seguro de informagdes.

17.3.QUALIDADE DE DADOS
17.3.1. Controle de Integridade

e Validacao de dados na entrada;

e Verificagdo cruzada entre diferentes fontes;

e Identificacdo e correcdo de inconsisténcias;

e Meétricas de qualidade de dados com metas definidas.
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17.3.2. Atualizagao e Manutengao

e Processo automatizado de atualizagdo de bases externas;
e Verificagdo periddica da completude dos dados cadastrais;
e Procedimentos para corre¢do de informagdes incorretas;
e Documentacgado de todas as alteragdes realizadas.

18. TREINAMENTOS

A JPG GESTAO DE RECURSOS LTDA providenciara treinamento (presencial, com palestrantes, ou virtual) para todos
os seus Colaboradores. Os Colaboradores obrigatoriamente, devem realizar o treinamento no prazo estipulado,
aqueles que deixem de realizd-lo ou o fagam fora do prazo estabelecido estardo sujeitos a san¢Ges disciplinares.
Caso seja disponibilizado treinamento virtual, os novos Colaboradores, devem fazé-lo obrigatoriamente em até 30
(trinta) dias do comunicado. Para novos colaboradores, sera considerado o prazo de 30 (trinta) dias apds o efetivo
inicio das suas atividades.

18.1.1. Treinamento por Fungao

e Alta Administracdo: Responsabilidades regulatdrias, governanca, tendéncias de mercado (anual);
e Compliance: Aspectos técnicos, tipologias, ferramentas de analise (semestral);

e Areas Comerciais: KYC, detecgdo de operacdes suspeitas, atendimento (anual);

e Demais Colaboradores: Conceitos basicos, cultura PLD, canal de denuncias (bienal).

18.1.2. Contetido especifico

e Regulamentacdo aplicavel (Lei 9.613/98, CVM 50/21, Oficio-Circular 5/2015);
e Tipologias especificas do mercado de capitais;

e Uso de sistemas e ferramentas de monitoramento;

e Procedimentos internos e fluxos de comunicagao;

e Casos praticos e estudos de caso setoriais.

19. DISPOSICOES FINAIS

19.1.VIGENCIA E ATUALIZAGAO

19.1.1. Vigéncia

Esta politica entra em vigor na data de sua aprovagdo pela Alta Administragao.
19.1.2. Revisdo Periddica

Esta politica deve ser revisada:

e Anualmente, no minimo;

e Sempre que houver mudanca relevante em regulamentacao;

e Sempre que houver mudanca significativa nos processos operacionais;
e Sempre que identificada deficiéncia que requeira atualizacdo.

19.1.3. Aprovagao de Alteracoes

AlteragOes a esta politica devem ser aprovadas pela Alta Administracdo e comunicadas a todos os colaboradores.
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